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Sec. 3. Administration. This order shall be 
transmitted to the Congress and published 
in the Federal Register.

George W. Bush 

The White House, 
December 17, 2003. 

[Filed with the Office of the Federal Register, 
8:45 a.m., December 22, 2003] 

NOTE: This Executive order will be published in 
the Federal Register on December 23.

Letter to Congressional Leaders 
Reporting on the Executive Order 
Regarding Appointments During 
National Emergency 

December 17, 2003

Dear Mr. Speaker: (Dear Mr. President:) 
Consistent with section 301 of the National 

Emergencies Act (50 U.S.C. 1631), I hereby 
report that I have taken additional steps with 
respect to the national emergency I declared 
in Proclamation 7463 of September 14, 2001, 
by invoking and making available to the Sec-
retary of Defense the emergency appoint-
ments authority of section 603 of title 10 of 
the United States Code, consistent with the 
terms of that statute and of Executive Order 
12396 of December 9, 1982. 

I am enclosing a copy of the Executive 
Order I have issued, which is effective imme-
diately. 

Sincerely, 

George W. Bush 

NOTE: Identical letters were sent to J. Dennis 
Hastert, Speaker of the House of Representatives, 
and Richard B. Cheney, President of the Senate.

Directive on Critical Infrastructure 
Identification, Prioritization, and 
Protection 

December 17, 2003

Homeland Security Presidential Directive/
HSPD–7

Subject: Critical Infrastructure 
Identification, Prioritization, and Protection

Purpose 

(1) This directive establishes a national 
policy for Federal departments and agencies 
to identify and prioritize United States crit-
ical infrastructure and key resources and to 
protect them from terrorist attacks. 

Background 

(2) Terrorists seek to destroy, incapacitate, 
or exploit critical infrastructure and key re-
sources across the United States to threaten 
national security, cause mass casualties, 
weaken our economy, and damage public 
morale and confidence. 

(3) America’s open and technologically 
complex society includes a wide array of crit-
ical infrastructure and key resources that are 
potential terrorist targets. The majority of 
these are owned and operated by the private 
sector and State or local governments. These 
critical infrastructures and key resources are 
both physical and cyber-based and span all 
sectors of the economy. 

(4) Critical infrastructure and key re-
sources provide the essential services that 
underpin American society. The Nation pos-
sesses numerous key resources, whose ex-
ploitation or destruction by terrorists could 
cause catastrophic health effects or mass cas-
ualties comparable to those from the use of 
a weapon of mass destruction, or could pro-
foundly affect our national prestige and mo-
rale. In addition, there is critical infrastruc-
ture so vital that its incapacitation, exploi-
tation, or destruction, through terrorist at-
tack, could have a debilitating effect on secu-
rity and economic well-being. 

(5) While it is not possible to protect or 
eliminate the vulnerability of all critical infra-
structure and key resources throughout the 
country, strategic improvements in security 
can make it more difficult for attacks to suc-
ceed and can lessen the impact of attacks 
that may occur. In addition to strategic secu-
rity enhancements, tactical security improve-
ments can be rapidly implemented to deter, 
mitigate, or neutralize potential attacks. 
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